2020's MOST (and least)
CYBER-SECURE STATES

As people spend more of their time online, you might think they'd start taking their
online security seriously. Unfortunately, you'd be wrong. In fact, most people don't start
taking precautions until after it's too late.

We looked at each states’ online security know-how and habits and measured people’s
ability to prevent attacks, as well as whether they could bounce back if an attack were
successful. It turns out: the average American is way overconfident.

Remember, the worse your online security habits are, the more hackable you are.

Nearly 50% of Texans believe they were targeted
in a phishing attack.

L. ALABAMA

2in 3 Alabamans believe they
have provided personal
information in a phishing scam.

2. CALIFORNIA
41% of Californians have had their
identities stolen at least once.

The Top 5

Cyber-Secure
{and Most Hackable)
States

1. NEW YORK
Nearly 3 out of 4 New Yorkers share 83% of Arkansans have
passwords befween personal and experienced a cyberattack or

business accounts. know someone who has.
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2. NEW JERSEY 92% of Nebraskans use Windows 10,
About half of New Jersey residents have which is more secure than older
improved the security of their work devices. operating systems.
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- The Top 5
1. OREGON M u s I L. NEW HAMPSHIRE
9 out of 10 Oregonians have never Cyber-Secure 87% of New Hampshire
once discarded an old device without States residents have never once lost a

fully wiping it first. device containing personal data.

5. WYOMING
87% of Wyoming residents regularly back up their data.

NOBODY IS IMMUNE TO BAD ONLINE HABITS
AND THEIR CONSEQUENCES.

NEARLY 3 OUT OF L AMERICANS G q ﬂ
have experienced a cyberattack, or ﬁ E
know someone who has.

D 0 stolen, yet most people still don't use

1IN & PEOPLE has had their identity
identity protection services.

MNEARLY 1IN 5 PEOPLE rarely or 0 q
never back up their files and data. 'I:’

MORE THAN 1IN 3 people have
D © allen for a phishing scam.

TECH SAUWY PEOPLE are worse about their @ 4
online security than others.

Even small business owners aren't taking
D G precautions, and THEY'RE TWICE AS LIKELY
TO ENCOUNTER AN ATTACK!

DON'T WAIT UNTIL IT'S TOO LATE.
BE PROACTIVE.

Of people whose identities have been stolen,

78% made changes to improve their security
online. While it's important to learn from your
mistakes, it's even better to be ahead of the game.

1 Protect your data and devices with antivirus,
a VPN, and a secure backup.

2 Create strong, unique passwords
(@and don't share them.)

Be extra cautious and
use common sense.

Stay up to date on the latest cyber threats and
get online security tips on the Webroot blog.
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