
 

 

 

What’s New: Webroot SecureAnywhere® Privacy Statement 

Published on: October 11, 2018 

Effective Date: November 11, 2018 

Webroot Inc. has updated its Webroot SecureAnywhere Privacy Statement (“WSA Statement”). We 

encourage you to carefully review each of our new statements.  

INFORMATION WE MAY COLLECT 

 The new WSA Statement explains that if you are using WSA version 8 or higher, then it may 

contain features that allow the service to upload potentially malicious files that our systems have 

not yet classified. These files are not shared with or sold to third parties: they are processed by 

Webroot solely to perform malware/threat research and analysis for purposes of identifying new 

malware/threats and their sources to improve Webroot’s services. TO ELIMINATE THE 

POSSIBILITY OF IDENTIFYING YOU, WEBROOT ANONYMIZES THE LINK BETWEEN 

DEVICE AND USER DATA (SUCH AS MACHINE ID) AND THE POTENTIALLY 

MALICIOUS FILES WHEN UPLOADED TO WEBROOT’S DATABASES. WHILE THIS 

FEATURE IS ONLY USED FOR THE PURPOSES DESCRIBED ABOVE, IF YOU WISH TO 

TURN THIS FEATURE OFF, YOU MAY DO SO BY FOLLOWING THE INSTRUCTIONS 

HERE. 

 To try and clean up our agreements and make it easier on you, we moved some of the disclosures 

about information we collect from the Webroot SecureAnywhere Solution Agreement into this 

WSA Statement. 

HOW WE MAY USE YOUR INFORMATION 

 We expanded on how we might use aggregated, non-identifiable statistics. 

 The revised WSA Statement provides greater detail as to how potentially malicious files will be 

used - to perform malware/threat research and analysis for purposes of identifying new 

malware/threats and their sources to improve Webroot’s services. It also explains that Webroot 

anonymizes the link between device and user data (such as machine id) when potentially malicious 

files are uploaded to Webroot’s databases.  

WHERE WE PROCESS YOUR PERSONAL INFORMATION 

 For those customers in the EEA, we explained that your personal data is processed under European 

data protection controls. 

PROVISIONS APPLICABLE TO CITIZENS OF EUROPEAN ECONOMIC AREA ONLY 

 We clarified that these provisions are applicable to residents of the EEA, not citizens of the EEA. 

 

https://answers.webroot.com/Webroot/ukp.aspx?pid=4&app=vw&vw=1&login=1&solutionid=2981

