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Smarter Cybersecurity

and

datto rmM

Automating Endpoint
Security Management

The purpose-built integration of Webroot® Business Endpoint Protection into the Datto RMM console gives IT service providers the best of both
worlds: intuitive management and next-generation endpoint security.

Webroot Security Management Monitor

Monitor Details

Trigger Details

@ Webroot is not installed

@ Webroot is not active

@ Attention and reboot required
@ Alert when an infection is found
0 No valid license

@ Alert if system remains infected for longer than hours

O Alert if Webroot license is due to expire within the next |:| days

Alert Details

Raise an alert of priority | High v

Monitoring and Alerting

‘The quick commands below can be used on selected devices.
AEM Webroot Actions
© Activate Security Management &
© Deactivate Security Management &
© Uninstall security product &
© Reset Security Status Webroot @
Webroot Console Commands
The results of these actions will be shown in your Webroot Console.
© Trigger *Agent Poll” @
© Run aDeep Scan &
© Run Full System Scan @
© Run Scan With Clean-Up &
O Verify Authenticity of Webroot Services &
© Trigger a File Scan &

© Enable Realtime Protection &
Security Options are not available until the device is a target of a security management policy.

Lo

Webroot Agent Commands

Total devices targeted in security policies 110 Devices
Installed & Active 0 Devices
WU Not installed 0 Devices
B instailed, Not Active 0 Devices
U Reboot Required 0 Devices
U Active Threats 0 Devices
Needs Update 0 Devices
No Valid License 0 Devices

Product Name  Status

Webroot ¢ 1 A g X g

SecureAnywhere

Endpoint Status Summary




About Webroot

Webroot was the first to harness the cloud and artificial intelligence to protect
businesses and individuals against cyber threats. We provide the number one
security solution for managed service providers and small businesses, who rely
on Webroot for endpoint protection, network protection, and security awareness
training. Webroot BrightCloud® Threat Intelligence Services are used by market
leading companies like Cisco, F5 Networks, Citrix, Aruba, Palo Alto Networks,
A10 Networks, and more. Leveraging the power of machine learning to protect
millions of businesses and individuals, Webroot secures the connected world.
Headquartered in Colorado, Webroot operates globally across North America,
Europe, and Asia. Discover Smarter Cybersecurity® solutions at webroot.com.

For More Information
Contact your Webroot Channel Account Manager.
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