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The Challenge
It’s a struggle to maintain a 24×7×365 security posture. Small and 
medium businesses are targets for bad actors looking to steal valuable 
data, extort money from their victims and more. 

Minimize business disruption from evolving threats like ransomware
with proactive threat hunting, detection and response from 
OpenText Business Solutions
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The volume and 
intricacies of security 
threats are increasing, 
even extending to 
software platforms and 
applications.

Businesses are 
struggling to hire and 
retain qualified, 
security-skilled 
personnel.

Most MSPs struggle with 
the sheer volume of alerts 
and having the right skills 
needed to assess and 
remediate them.

53% of breaches 
affecting SMBs took 
months or longer to 
discover.¹

Mounting an effective defense is challenging because...

Webroot MDR
Powered by Blackpoint 
A turnkey solution developed by 
world-class security experts

OpenText MDR

For customers who have 
specific requirements and 

integration needs based on their 
business and IT environments

Introducing
Managed Detection and 
Response (MDR) offerings from 
OpenText Business Solutions

With MDR, your business can...

Webroot® Business Endpoint Protection provides proactive monitoring and 
attack mitigation coupled with the award-winning BrightCloud® Threat 
intelligence platform's 10 years of machine learning refinement for stopping 
emerging threats

Multi-point threat detection to protect from various malware, misuse of 
applications, suspicious behaviors and other attacks

Real-time threat prevention and response based on easy containment, isolation 
and delete strategies with alerts

Reporting and compliance capabilities with the rationale,
timeline and classification of threats 

Our MDR offerings are unique in the marketplace

Optimize existing 
investments in Webroot 
security solutions

Reduce the impact of 
successful attacks

Hunt, respond to, 
contain and remediate 
threats in real-time

Achieve a higher security 
compliance and posture 
with common standards

Benefit from best-in-class 
AI augmented by ‘always 
there’ human experts

Onboard quickly with curated 
engagement for real-time 
monitoring and reporting
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MDR market is expected 
to grow at a 16.4% CAGR 
to $1.2 Billion in 2021.²

You lock your doors to 
protect your house. 

MDR is the security 
system that watches 
over it when you’re 
too busy to.

MSPs need proactive, 24×7×365 
protection of their businesses to 
repel today’s threats.

“Gartner believes that, by 2024, 
40% of midsize enterprises will 
use MDR as their only managed 
security service.”¹


